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Explanation: 
 
EXTRACTOR is a skullware launched BOTTING attack that compromises target 
Asset’s internal nanoware to provide AUDIO data. The attacking Asset will 
choose a list of 10 words that the compromised Asset must read aloud and record 
as an audio file. The file will be sent to the Conduit for exfiltration.  
Cost:  55bcs 
Status: Ready for Deployment 
Yield: AUDIO data  
Reward: 5bcs (Success) 2bcs (Failure) 
Turnover: 48 Hours (Maximum) 
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